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This page is for editorial purpose only.
B.1
Connection and Confirmation of OS Console
There are two ways to connect a OS console: one is connecting with KVM and the other is connecting by the remote console.
KVM is an input/output device with the hardware display monitor and it can execute command operation for the node. KVM is usually available to connect to multiple nodes, and it is used by switching the nodes. KVM is used in the cluster node configuration.
Remote console is a function that can execute command operation for the node on the maintenance PC window. Remote console is used in the single node configuration. 
B.1.1
Confirmation of KVM Connection
Before executing the setup operation in the cluster configuration, the console must be available to use.

Check that the following connections are performed.

(1)
Make sure that the power cable of the KVM is connected and the power switch is ON.

(2)
Make sure that the KVM and the console are connected by the cable.

(3)
Make sure that the power cable of the console is connected.

(4)
Make sure that the KVM and the node are connected by the cable.

Refer to “Installation Instructions” in the leaflet provided by the hardware vendor for the details.
*:
Figure B.1.1-1 is for reference only. The shape of the cable and the cable insertion position may be changed by a hardware enhancement.
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Figure B.1.1-1  KVM Connection
B.1.2
Startup Confirmation of the OS by Using KVM

Whether the OS has been started or not can be checked by using the KVM console window, when the OS is installed already in the cluster configuration.

This procedure is described in the following.

(1)
Change the display of console window to the side of node that you want to confirm the OS startup.

(2)
Make sure that the same prompt is displayed in the bottom of the login prompt window as shown in Figure B.1.2-1.
Displaying the same prompt means that the OS is running.
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Figure B.1.2-1  Login Prompt window

The following display might be displayed without displaying the login prompt window.

(a)
While collecting dump

Dump collecting window as shown in Figure B.1.2-2 is displayed.
Wait the completion of dump collection.

The time that you takes for dump collection depends on the size of the memory of the node. Table B.1.2-1 show the rough guide for collecting dump file.
Refer the collecting time of the dump file by referring the table B1.2-1, and check if the login prompt of Figure B1.2-1 is displayed after the guide time .
Table B.1.2-1  Dump File Collection Time as a Guide
	#
	the size of the memory
	dump file collection time as a guide

	1
	6GB
	3 to 5 minutes

	2
	12GB
	6 to 10 minutes
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Figure B.1.2-2  Dump Collecting window

(b)
When it is in the booting

There are the following cases while booting.

(i)
When the booting window or progress of the boot process is displayed one after another 
Make sure that the login prompt window is displayed in 4 minutes later.

For the information about login prompt window, refer to ‘Figure B.1.2-1 Login Prompt window’.
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Figure B.1.2-3  The Booting window

(ii)
When the boot processing is stopped

It indicates that the OS is not running. 

(c)
When OS boot failure window is displayed
It indicates that the OS is not running.
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Figure B.1.2-4  OS Boot Failure window 1
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Figure B.1.2-5  OS Boot Failure window 2

(d)
When there is no window display

Wait about 4 minutes. 

(i)
OS has just started booting.

Make sure that the login prompt window is displayed in 4 minutes later.

For the information about login prompt window, refer to ‘Figure B.1.2-1 Login Prompt window’.

(ii)
When no changes after 4 minutes. 

It indicates that the OS hangs up.
B.1.3
Connection Confirmation of the Remote Console
Before executing the setup operation in the single node configuration, the console must be available to use.

Check that the following connections are performed.

(1)
Make sure that the power cable of the maintenance PC is connected.

(2)
Make sure that the network segment for the BMC port and the network segment for the maintenance PC is the same.

Check the IP address of the BMC port by LCD.

For the method to confirm with the LCD, refer to the following manual provided by the hardware vendor. 

“DellTM PowerEdgeTM R710 Systems Hardware Owner’s Manual”
If the network segment between the BMC port and the Maintenance PC is different, change the setting of maintenance PC to be the same network segment.
The following is the assumed IP address of the BMC port. 

( The IP address is 192.168.0.120 at the initial OS installation. 

( After the OS installation, it becomes the same network segment with one of the private maintenance port that is specified at the installation, and the host part is fixed as 40.
Example: When the IP address of the maintenance port is 10.0.0.51, the IP address of the BMC port becomes 10.0.0.40.

(3)
Make sure that the LAN port of the maintenance PC and the BMC port of the node is connected with a LAN cable (cross cable).
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Figure B.1.3-1  Connection Example of Remote Console 

B.1.4
Startup Confirmation of the OS by Using Remote Console

Whether the OS has been started or not can be checked by using remote console window, when the OS is installed already in the single node configuration. 

This procedure assumed that the connection confirmation by the remote console has been completed at 
‘B.1.3 Connection Confirmation of the Remote Console’.

The procedure is described in the following.

(1)
Startup the Internet Explorer from the maintenance PC.

Click [Start] > [Program] > [Internet Explorer].

(2)
Input the following address in the address bar on the Internet Explorer.

“https://<IP address of the BMC>”
Input the IP address of the BMC, which is confirmed at ‘B.1.3 Connection Confirmation of the Remote Console’.
(3)
Make sure that the BMC login window is displayed.
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Figure B.1.4-1  BMC Login Window 1

(4)
Enter “root” in the [Username], and “calvin” in the [Password].

Select “This iDRAC” from [Domain].

After the input, click [Submit] button. 
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Figure B.1.4-2  BMC Login window 2

(5)
Figure B.1.4-3 System Summary window is displayed. 

Click [Console/Media].
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Figure B.1.4-3  System Summary window

(6)
Figure B.1.4-4 Virtual Console and Virtual Media window is displayed. 

Click [Launch Virtual Console] button.
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Figure B.1.4-4  Virtual Console and Virtual Media window

(7)
Make sure that the same prompt is displayed in the bottom of the login prompt window as shown in Figure B.1.4-5. Displaying the same prompt means that the OS is running. 
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Figure B.1.4-5  Logon Prompt window

The following display might be displayed without displaying login prompt window.

(a)
While collecting dump

Dump collecting window as shown in Figure B.1.4-6 is displayed.
Wait the completion of dump collection. The time that you takes for dump collection depends on the size of the memory of the node. Table B.1.4-1 show the rough guide for collecting dump file.
Refer the collecting time of the dump file by referring the table B.1.4-1, and check if the login prompt of Figure B.1.4-5 is displayed after the guide time .
Table B.1.4-1  Dump File Collection Time as a Guide
	#
	the size of the memory
	dump file collection time as a guide

	1
	12GB
	10 to 12 minutes
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Figure B.1.4-6  Dump Collecting window

(b)
When it is in the booting

There are the following cases while booting.

(i)
When the booting window or progress of the boot process is displayed one after another
Make sure that the login prompt window is displayed in 4 minutes later.

For the information about login prompt, refer to ‘Figure B.1.4-5 Login Prompt window’.
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Figure B.1.4-7  The Booting window

(ii)
When the boot processing is stopped

It indicates that the OS is not running. 

(c)
When OS boot failure window is displayed
It indicates that the OS is not running.
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Figure B.1.4-8  OS Boot Failure window 1


[image: image16]
Figure B.1.4-9  OS Boot Failure window 2

(d)
When there is no window display

Wait about 4 minutes. 

(i)
OS has just started booting.

Make sure that the login prompt window is displayed in 4 minutes later.

For the information about login prompt, refer to ‘Figure B.1.4-5 Login Prompt window’.

(ii)
When no changes after 4 minutes. 

It indicates that the OS hangs up.



A message of starting the dump collection.





PXE-E51：No DHCP or proxyDHCP offers were received.


PXE-M0F:Exiting Broadcom PXE ROM.





No boot device available.


Current boot mode is set to BIOS.





Please ensure compatible bootable media is available.


Use the system setup program to change the boot mode as needed.





Strike F1 to retry boot,F2 for system setup,F11 For BIOS boot manager.





A message of starting the dump collection.





Hitachi File Storage Linux








xxxxxxxx(Service tag ID) login:
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PXE-E51：No DHCP or proxyDHCP offers were received.


PXE-M0F:Exiting Broadcom PXE ROM.





No boot device available.


Current boot mode is set to BIOS.





Please ensure compatible bootable media is available.


Use the system setup program to change the boot mode as needed.





Strike F1 to retry boot,F2 for system setup,F11 For BIOS boot manager.








Hitachi File Storage Linux








xxxxxxxx(Service tag ID) login:
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