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This page is for editorial purpose only.
B.1
Connection and Confirmation of OS Console
There are two methods of connection to the console of OS. One is the connection with KVM, and the other is the connection with remote console.
KVM is an input/output device with a hardware display monitor, and the command operation for the node can be executed. Generally, KVM can connect to multiple nodes and it uses by switching nodes. Note that KVM is not used in this model.
Remote Console is a function that can be executed a command operation for the node on a screen of a maintenance PC by installing the remote console application to the maintenance PC. Remote console uses in the case other than installation operation and BMC failures. 

For more details about Remote Console Application, refer to “Remote Console Application User’s Guide”.
B.1.1
Confirmation of KVM Connection
Refer to ‘B.1.3 Connection Confirmation of the Remote Console’ in this model. 
B.1.2
Startup Confirmation of the OS by Using KVM

Refer to ‘B.1.4 Startup Confirmation of OS by Using Remote Console’ in this model.
B.1.3
Connection Confirmation of the Remote Console
NOTE:
In the case of BMC port failure, borrow a monitor and a keyboard from the system administrator to connect to the node.
The console must be available to use before executing setup operation. Confirm that the following descriptions are connected certainly. 
(1)
Verify that the power source cable of the maintenance PC is connected.
(2)
Verify that the network segment of the BMC port and the network segment of the maintenance PC are the same.
If the network segment is different, change the setting of maintenance PC to be the same network segment. 
The following shows the conceivable IP address of the BMC port.
(
Before the setup, the IP address may be 192.168.100.100.
(
After the setup, the IP address may be the following.
The IP address of the maintenance port is the same segment with the one that specified during installing, and the host part is fixed as 40. 
For example, when the IP address of the maintenance port is 10.0.0.51, the IP address of the BMC port is 10.0.0.40.
If the IP address of the BMC port is other than the above IP address, confirm with the system administrator.
(3)
Verify that the LAN port of the maintenance PC and the BMC port of the node are connected with a LAN cable (cross-cable).
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Figure B.1.3-1  Remote console connection example
B.1.4
Startup Confirmation of OS by Using Remote Console

If the OS is already installed, it is available to check if the OS is running or not with using the console window.
This procedure assumes that the connection confirmation of the console with the description of ‘B.1.3 Connection Confirmation of the Remote Console’.
The following shows the procedure.
(1)
Start up the Internet Explorer from the maintenance PC.
Click [Start]-[Program]-[Internet Explorer].
(2)
Input the following address in the address bar on the Internet Explorer.
“http://<IP address of the BMC>”
Input the IP address confirmed at ‘B.1.3 Connection Confirmation of the Remote Console’ for the IP address of the BMC.
(3)
Make sure that the BMC login window is displayed.
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Figure B.1.4-1  BMC Login window 1
(4)
Enter “ceconsl” in the [Username], and “cepasswd” in the [Password].
After the input, click [Login].
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Figure B.1.4-2  BMC Login window 2
(5)
The Server Information window is displayed as shown in Figure B.1.4-3.
Click [Server Settings].
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Figure B.1.4-3  Server Information window 1
(6)
The Language Settings window is displayed as shown in Figure B.1.4-4.
Click [Remote KVM].
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Figure B.1.4-4  Language Settings window
(7)
The Remote KVM Settings window is displayed as shown in Figure B.1.4-5.
Select [RELATIVE Mode], and click [Modify].
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Figure B.1.4-5  Remote KVM Settings window
NOTE:
When using a mouse in “RELATIVE” mode, the mouse cursor of the console terminal and that of the remote console window may point different positions depending on the OS of the system. It is recommended to hide the mouse cursor of the console terminal.
(8)
Launch Remote Console.
If you have logged in to the BMC, perform the steps from (a-1) to (a-3).

If you have not logged in to the BMC, perform the step (b-1) and step (b-2).
(a-1)
Click [Launch Remote Console] button on the left side of the window.
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Figure B.1.4-6  Server Information window 2

(a-2)
The Launch Remote Console window is displayed as shown in Figure B.1.4-7. Enter “ceconsl” in [User ID], “cepasswd” in [Password], and then click [Connect] button.
 SHAPE  \* MERGEFORMAT 



Figure B.1.4-7  Launch Remote Console window 1
NOTE:
If the JRE version of the maintenance PC is JRE 7 update21 or later, a security warning may be displayed and the remote console may not be activated.
Refer to “Maintenance Tool ‘1.2.1 Requirements for the maintenance PC’ (MNTT 01-0030).”
(a-3)
Log out by clicking [Logout] button on the upper right of the window. The Console window shown in Figure B.1.4-11 will be displayed, and make sure not to close this window.

[image: image9]
Figure B.1.4-8  Web Console window
NOTE:
If you close the browser before logging out, the log-in status is held for 30 minutes until automatic logout is activated. Up to two users can log in to the Web console at the same time, so you cannot log in if two users have already logged in.
(b-1)
Click [Launch Remote Console] button on the BMC Login window.
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Figure B.1.4-9  BMC Login window 3
(b-2)
The Launch Remote Console window is displayed as shown in Figure B.1.4-10. Enter “ceconsl” in [User ID], “cepasswd” in [Password], and then click [Connect] button.
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Figure B.1.4-10  Launch Remote Console window 2
NOTE:
If the JRE version of the maintenance PC is JRE 7 update21 or later, a security warning may be displayed and the remote console may not be activated.
Refer to “Maintenance Tool ‘1.2.1 Requirements for the maintenance PC’ (MNTT 01-0030).”
(12)
Confirm that the Console window as shown in Figure B.1.4-11 is displayed.
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Figure B.1.4-11  Console window 1
NOTE:(
If there is no operation for 15 minutes after login, the user to be logged out automatically. In that case, login again.

(
Be careful with keystrokes while using the remote console. The console window will be closed by pressing [Enter] key while holding down [Alt] key.
(
To restart while using the remote console, hold down [Alt] key and press [L] key.
(
If the window remain black and you cannot see anything on it, click [Video] on the upper console window, and then click [Refresh screen] on the pull-down menu to display the contents output to the console.
(
If “LOG: unexpected EOF on client connection” is displayed after “login” in the login screen, press [Enter] key.
(10)
Make sure that Figure B.1.4-12 or Figure B.1.4-13 is displayed. If not displayed, which means either OS is under boot processing / under suspension, or OS has suspended.

If Figure B.1.4-12 has been displayed, go to step (10-1).

If Figure B.1.4-13 has been displayed, go to step (10-2).
(10-1)
Press [Enter] key without entering anything in the console window.

Make sure that the same prompt message has been output on the bottom of the login prompt window shown in Figure B.1.4-12.

If the same prompt message is displayed, which means that OS is booing.

If the console window has no response, either OS is hanging up or abnormally stopped.
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Figure B.1.4-12  Login Prompt window
(10-2)
Press either [Ctrl] + [F2] key or [Alt] + [F2] key (*) and confirm that the widow has been switched to the login prompt window.

If the window is switched, OS is booting.

If the window is not switched, either OS is hanging up or abnormally stopped.
*:
Note that the remote console has the restriction with [Alt] key. Therefore, execute the following three steps when using the remote console.

i
Press [Alt] + [z] key and hold [Alt] key down.

ii
Press either [F1] or [F2] key solely to switch the window.

iii
Press [Alt] + [z] key and release [Alt] key.
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Figure B.1.4-13  Console window 2
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*1:	If the OS version is 3.0.2-XX or earlier, “Hitachi File Storage Linux” is displayed.�Note that “Hitachi File Storage Linux” is not displayed if the version is 3.2.1-XX or later.





(Hint: Press Ctrl + F2 to go to the Login screen.) (*1)





xxxxxxxx


xxxxxxxxxxxxxxxxxxxxxxxxxxxxx





*1:	“Hint: Press Alt + F2 to go to the Login screen.” is displayed depending on the OS version.
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