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B.2
BIOS Setting
B.2.1
BIOS Version Checking Procedure
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	Do not turn off the power of node while updating. Do not remove “System BIOS Update Tool” FD media or do not execute any of key operation. Any of these operation may fail the updating, and MOTHERBOARD may be broken.


NOTE:(
When requesting the system administrator for failback, failover and starting or stopping the cluster of a node, check the cluster status of the node with referring to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”.
After completing the operation by the system administrator, confirm the cluster status of the node with “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”. However, when the system administrator is absent, the maintenance personnel should contact to system administrator and get the permission from him/her to execute the above operation. For the execution procedure, refer to “Maintenance Tool ‘3.1 Failover and Node Termination to Execute the OS stop or the OS reboot’ (MNTT 03-0000)”.

(
Open the remote console window, and then execute the procedure (1).
For the remote console connection, refer to ‘B.1.3 Connection Confirmation of the Remote Console’.
(1)
Refer to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”, and check whether the resource groups are running on the node where the BIOS version is to be confirmed. For the confirmation of the resource group activation, refer to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”.
When the resource groups are running, request the system administrator to perform failover the resource groups to the other node to be confirmed the BIOS version to the other node, and to change the “Node Status” to “INACTIVE”.
For the reference place in User’s Guide describing the details about stopping a node, refer to “General ‘Reference Place in User's Guide for Operating Procedures Table 4 ‘Stopping and starting a node’’ (GENE 00-0040)”, and for the reference place in User’s Guide describing the details about failover/failback of a resource group, refer to “General ‘Reference Place in User's Guide for Operating Procedures Table 4 ‘Changing the execution node of a resource group’’ (GENE 00-0040)”.
However, when the system administrator is absent, the maintenance personnel should contact to system administrator and get the permission from him/her to execute the above operation. For the execution procedure, refer to “Maintenance Tool ‘3.1 Failover and Node Termination to Execute the OS stop or the OS reboot’ (MNTT 03-0000)”.
(2)
Refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”, and then execute the termination of the node.
(3)
Connect the USB FDD to the node.
For how to connect the USB FDD, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.
(4)
Start the OS of the node with referring to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.
If “Press <F2> to enter SETUP” is shown on the lower left of the console window during the OS of the node is starting, press [F2] key.
If [F2] key could not be pressed, reboot the OS of the node and execute the operation from the step (4) again.
(5)
The main menu window is displayed as shown in Figure B.2.1-1.
Select [System Management], and press [Enter] key.
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Figure B.2.1-1 Main Menu window
NOTE:
For the detailed operation method of BIOS Setup Utility, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.
(6)
The System Management window is displayed as shown in Figure B.2.1-2.
Check if the version displayed on [BIOS Version:] is the version that requires to update or not. 
For the version confirmation, execute with reference to Version Management table (Web).
If the updating is necessary for the firmware, select [Exit] and proceed to step (7).
If the updating is not necessary for the firmware, return to the caller of the firmware update procedures and execute the rest of the operations.
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Figure B.2.1-2  System Management window
(7)
Insert the [HA8000/RS210, RS220 (7TTSHE), TS20 (7TCSE) FW/SDR/FRU UPDATE TOOL] into the DVD ROM drive of the node. 
(8)
The Termination menu window is displayed as shown in Figure B.2.1-3.
Select [Exit Discharging Changes] and press [Enter] key.
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Figure B.2.1-3 Termination Menu window
(9)
When the CD boot is completed, the prompt window 1 is displayed as shown in Figure B.2.1-4.
Press [2] key. 
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Figure B.2.1-4  Prompt window 1
(10)
Insert the [HA8000/RS210,RS220(7TTSHE),TS20(7TCSE)Standard model System BIOS Update Tool] into the USB FDD.
(11)
The prompt window is displayed as shown in Figure B.2.1-5.
Input “a:” as shown in the following window, and then press [Enter] key.
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Figure B.2.1-5  DOC Prompt window 1

(12)
When A drive is displayed, input “biosup” as shown in the following window, and then press [Enter] key. 
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Figure B.2.1-6  DOC Prompt window 2

NOTE:(
Updating may take about 1 minute and 30 seconds.

(
Do not turn off the power of node while updating. Do not remove “System BIOS Update Tool” FD media or do not execute any of key operation. Any of these operation may fail the updating, and MOTHERBOARD may be broken.

(13)
When the updating is successfully completed, the following message is displayed and it returns to the DOS prompt window.
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Figure B.2.1-7  DOC prompt window 3

(14)
Remove the [HA8000/RS210, RS220 (7TTSHE), TS20 (7TCSE) FW/SDR/FRU UPDATE TOOL] from the DVD ROM drive of the node.
(15)
Refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”, and stop the node.
(16)
Remove the FD of “System BIOS Update Tool” from FDD, and remove USB FDD from the node.
For how to remove the FD from the FDD, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.
(17)
Press the Power lamp switch and turn the power of the node.
Refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)” for the place of the power lamp.
(18)
Return to the BIOS updating procedure and continue the processing.
This page is for editorial purpose only.
B.2.2
BMC Firmware Version Checking Procedure
NOTE:(
When requesting the system administrator for failback, failover and starting or stopping the cluster of a node, check the cluster status of the node with referring to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”.
After completing the operation by the system administrator, confirm the cluster status of the node with “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”.
However, when the system administrator is absent, the maintenance personnel should contact to system administrator and get the permission from him/her to execute the above operation. For the execution procedure, refer to “Maintenance Tool ‘3.1 Failover and Node Termination to Execute the OS stop or the OS reboot’ (MNTT 03-0000)”.

(
Open the remote console window, and then execute the procedure (1).
For the remote console connection, refer to ‘B.1.3 Connection Confirmation of the Remote Console’.
(1)
Refer to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”, and check whether the resource groups are running on the node where the BMC firmware version is to be confirmed. For the confirmation of the resource group activation, refer to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”.
When the resource groups are running, request the system administrator to perform failover the resource groups to the other node to be confirmed the BIOS version to the other node, and to change the “Node Status” to “INACTIVE”. 
For the reference place in User’s Guide describing the details about stopping a node, refer to “General ‘Reference Place in User's Guide for Operating Procedures Table 4 ‘Stopping and starting a node’’ (GENE 00-0040)”, and for the reference place in User’s Guide describing the details about failover/failback of a resource group, refer to “General ‘Reference Place in User's Guide for Operating Procedures Table 4 ‘Changing the execution node of a resource group’’ (GENE 00-0040)”.
However, when the system administrator is absent, the maintenance personnel should contact to system administrator and get the permission from him/her to execute the above operation. For the execution procedure, refer to “Maintenance Tool ‘3.1 Failover and Node Termination to Execute the OS stop or the OS reboot’ (MNTT 03-0000)”.
(2)
Terminate the OS of the node with reference to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.
(3)
Reboot the OS of the node with reference to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.
(3-1)
If “Press <F2> to enter SETUP” is displayed on the lower left of the console window while the OS of the node is starting, press [F2] key.
If [F2] key could not be pressed, reboot the OS of the node and then retry the operation from the step (3) again.
(4)
The Main menu window is displayed as shown in Figure B.2.2-1.
Choose [System Management], and press [Enter] key.
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Figure B.2.2-1 Main Menu window
NOTE:
For the detailed operation methods of BIOS Setup Utility, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.
(5)
The system management window is displayed as shown in Figure B.2.2-2.
Check if the version displayed in [BMC Firmware Version:] is the version that requires the updating or not.
Check the version with reference with the Version management table (Web).
If the updating is necessary for the firmware, choose [Exit] and proceed to step (6).
If the updating is not necessary for the firmware, return to the caller of the firmware update procedures and execute the rest of the operations.
If the newly installation or updating is not necessary for the firmware, press [Esc] key and proceed to step (5) of the ‘B.2.3 BOOT Priority Order’.
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Figure B.2.2-2 System Management window
(6)
The exit menu window is displayed as shown in Figure B.2.2-3.
Choose [Exit Discarding Changes] and press [Enter] key.
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Figure B.2.2-3 Exit Menu Window
(7)
Change the IP address of the maintenance PC to the IP address that belongs to the same network segment with the BMC port, and connect directory the LAN cable of the maintenance PC to the BMC port to be executed updating.
The “IP address/ Subnet mask” of the BMC port at the time of factory shipment is “192.168.100.100/255.255.255.0”.
If the IP address is other than the above, confirm the value with the system administrator.
(8)
Inset the CDROM that has the firmware image file of BMC to be updated the maintenance PC.
(9)
Start up the Internet Explorer from the maintenance PC.
Click [Start]-[Program]-[Internet Explorer].
(10)
Input the following address in the address bar on the Internet Explorer.
“http://<IP address of the BMC to update>”
(11)
Make sure that the BMC login window is displayed.
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Figure B.2.2-4  BMC Login window 1
(12)
Enter “ceconsl” in the [Username], and “cepasswd” in the [Password].

After the input, click [Login].
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Figure B.2.2-5  BMC Login window 2
(13)
Server Information window is displayed as shown in Figure B.2.2-6.
Click [Maintenance].
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Figure B.2.2-6  Server Information window
(14)
Select [BMC Firmware Management] from the tree menu in the left.
BMC Firmware Management window 1 is displayed as shown in Figure B.2.2-7. 
Click [Browse] button, and select the target firmware image file to be updated that is stored in the step (8), and then click [Update BMC Firmware].
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Figure B.2.2-7  BMC Firmware Management window 1
(15)
BMC Firmware Management window 2 is displayed as shown in Figure B.2.2-8. 
Check if the content of BMC firmware updating has the same version with the Version Management Table (Web). 

If the updated contents are the same, click [Confirm].
If the updated content is different, click [back] and execute from the step (14) again.
If the file stored in the maintenance PC is incorrect, execute from step (8) again. 
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Figure B.2.2-8  BMC Firmware Management window 2
Clicking [Confirm] executes the updating of the BMC firmware image file. 
(16)
When the updating is completed, the Logout window is displayed as shown in Figure B.2.2-9.
Close the Internet Explorer because the BMC is rebooted automatically.
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Figure B.2.2-9  Logout window
(17)
SERVICE lamp switch of the node blinks on and off for about 30 seconds. 
Wait until the blinking of SERVICE lamp switch stops, and then stop the node. 
For the termination of the node, refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.
(18)
Start the OS of the node with referring to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.

If “Press <F2> to enter SETUP” is shown on the lower left of the console window during the OS of the node is starting, press [F2] key.
If [F2] key could not be pressed, reboot the node by pressing [Ctrl]+[Alt]+[Del] key and execute the operation from the step (3) again.
(19)
The Main Menu window is displayed as shown in Figure B.2.2-10.
Select [System Management] and press [Enter] key.
 SHAPE  \* MERGEFORMAT 



Figure B.2.2-10 Main Menu window

NOTE:
For the detailed operation method of BIOS Setup Utility, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.
(20)
The System Management window is displayed as shown in Figure B.2.2-11.
Confirm that the version displayed on [BMC Firmware Version:] is the same version with the Version Management Table (Web), and then select [Exit].
 SHAPE  \* MERGEFORMAT 



Figure B.2.2-11  System Management window
(21)
The Termination menu window is displayed as shown in Figure B.2.2-12.
Select [Exit Discharging Changes] and press [Enter] key.
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Figure B.2.2-12  Termination Menu window

 (22)
Return to the BMC updating procedure and continue the processing.
B.2.3
BOOT Priority Order
NOTE:
Open the remote console window, and then execute the procedure (1).
For the remote console connection, refer to ‘B.1.3 Connection Confirmation of the Remote Console’.
(1)
Stop the OS of the node with referring to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”. If the Power lamp is turned off, execute the procedure step (2). When the main menu window is already displayed, proceed to step (3).
(2)
Start the OS of the node with referring to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.
(3)
If “Press <F2> to enter SETUP” is displayed on the lower left of the console window while the OS of the node is starting up, press [F2] key.
If [F2] key cannot be pressed, execute from the step (1) again.
(4)
The main menu window is displayed as shown in Figure B.2.3-1.
Select [Boot].
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Figure B.2.3-1  Main Menu window
NOTE:
For the detailed operation method of BIOS Setup Utility, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.
(5)
The Boot menu window is displayed as shown in Figure B.2.3-2.
Check that the items displayed under [Boot priority order] are listed as the order shown in Figure B.2.3-2.
The items displayed under [Excluded from boot order] indicate that the device is inactivated. If you want to activate the device, place the cursor on the device that you want to be embedded, and press “X” key.
If the display order differs, sort them by using the [+] key and the [-] key.
NOTE:
When entering characters in the BIOS setup utility window, the keyboard layout is recognized as the 101 series Keyboard (QWERTY based layout).
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Figure B.2.3-2  Boot Menu window
(6)
The procedure differs whether the setting was changed in step (5) or not.
If the setting has been changed, proceed to step (a).
If the setting has not been changed, proceed to step (b).
(a)
Press [F10] key. Then, Figure B.2.3-3 Setup Confirmation window is displayed.
Select [Yes] and press [Enter] key.
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Figure B.2.3-3  Setup Confirmation window
(b)
Select [Exit] in the boot menu window as shown in Figure B.2.3-2.
The exit menu window is displayed as shown in Figure B.2.3-4.
Select [Exit Discarding Changes] and press [Enter] key.
When holding down [Enter] key, node is activated automatically.
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Figure B.2.3-4  Exit Menu window
(7)
Return to the caller of the BOOT priority order and execute the rest of the operations.
B.2.4
Set the Time in BIOS
Set the time in BIOS from the main menu window.
To obtain the time to enter, it is required to display “Set Up ‘Figure 9.1-7 “Date and Time” window 4’ (SETUP 09-0030)” or run the timeget-u command on the other side node in advance.

NOTE: The timeget-u command can be run only when the mother board is replaced.
(1)
Start the node. When “Press <F2> to enter SETUP” is displayed on the lower left of the console window, press [F2] key. 

If [F2] key cannot be pressed, reboot the node and then execute from step (1) again.

When the Main Menu window is already running, proceed to step (2).

(2)
Select “System Time” from the Figure B.2.4-1 Main Menu Window, and then manually enter the UTC time that is obtained from/by either of the following:

The difference between the entered time and the obtained UTC time must be within 10 seconds.
(
“Set Up ‘Figure 9.1-7 “Date and Time” window 4’ (SETUP 09-0030)”
(
Running the timeget-u command on the other side node
Refer to “Maintenance Tool ‘2.42 Acquisition of Time/Time Zone (timeget)’ (MNTT 02-2430)” for details.
(3)
Select “System Date” from the Figure B.2.4-1 Main Menu Window, and then manually enter the UTC date that is obtained by the same procedure as the step (2) above.
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Figure B.2.4-1  Main Menu window
(4)
Press [F10] key. The setup confirmation window is displayed as shown in Figure B.2.4-2.
Select [Yes] and press [Enter] key.
Clicking [Enter] key automatically reboots the node. 
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Figure B.2.4-2  Setup Confirmation window
B.2.5
BMC Setting Procedure
The setting procedure of BMC is unnecessary for the model: HA8000.
Return to the caller of the BMC setting procedures and execute the rest of the operations.
B.2.6
RAID Controller Setting
The setting procedure of RAID controller is unnecessary for the model: HA8000.

Return to the caller of the RAID controller setting procedures and execute the rest of the operations.
B.2.7
Confirmation of CPU Virtualization Support Mechanism
Verify the CPU virtualization support mechanism from the main menu window.

(a)
Terminate the OS of the node with reference to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”. If the node is stopped already, proceed to step (b).

(b)
Reboot the OS of the node with reference to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”, and if “Press <F2> to enter SETUP” is displayed on the lower left of the console window while the OS of the node is starting, press [F2] key.
If [F2] key could not be pressed, retry the operation from the procedure (a).

If the main menu is started already, proceed to step (c).

(c)
The Main menu window is displayed as shown in Figure B.2.7-1.

Select [Advanced Processor Options], and press [Enter] key. 
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Figure B.2.7-1  Main Menu window

NOTE:
For the details about the operation method of BIOS Setup Utility, refer to “Hitachi Advance Server8000/RS220xK Maintenance Manual”.

(d)
Advanced Processor Options window is displayed as shown in Figure B.2.7-2.

Check that [Intel(R) Virtualization Technology] is [Enabled].

When it shows [Enabled], proceed to step (e).

When it shows [Disabled], select [Intel(R) Virtualization Technology] and change the status to [Enabled].
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Figure B.2.7-2  Advanced Processor Options window
(e)
Procedure will be varied depending on whether the BIOS setting has been changed in step (d).
If the setting has been changed, proceed to (e-1).
If the setting has not been changed, proceed to (e-2).
(e-1)
Press [F10] key. Then Figure B.2.7-3 Setup Confirmation window is displayed.
Select [Yes] and press [Enter] key.
When holding down [Enter] key, node is activated automatically.
Proceed to step (f).
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Figure B.2.7-3  Setup Confirmation window
(e-2)
Select [Exit] in the main menu window as shown in Figure B.2.7-4.
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Figure B.2.7-4  Main Menu Window

The termination menu window is displayed as shown in Figure B.2.7-5.

Select [Exit Discarding Changes] and press [Enter] key.
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Figure B.2.7-5  Termination menu window
(f)
Return to the confirmation of CPU Virtualization support mechanism and continue the processing.
B.2.8
Virtual Drive Consistency Checking Procedure
The virtual drive consistency checking procedure is not necessary when the target model is HA8000 RS220xK.

Return to the caller of the virtual drive consistency checking procedure and execute the rest of the operations.
B.2.9
Other Setting/Confirmation Items

There is no item to set or confirm for HA8000 RS220xK in this chapter.
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System Time:			[HH:MM:SS]


System Date:			[MM/DD/YYYY]





►SATA Port 1			[CD-ROM]





►System Management


►Advanced Processor Options








<Tab>, <Shift-Tab>, or


<Enter>selects field.








Item Specific Help





F1        Help     ↑↓     Select Item      －/＋     Change   Values          F9        Setup Defaults


ESC     Exit      ←→     Select Menu    Enter     Select ► Sub-Menu    F10      Save and Exit





Main         Advanced         Security         Server         Boot         Exit





Phoenix Secure Core(tm) Setup Utility








Boot priority order


1: USB FDC: xxxxxxxxxx 


2: IDE 0: xxxxxxxxxx


3: USB CDROM:


4: PCI SCSI:（Bus xx Dev xx）xxxxxxxxxx


5: PCI BEV:


6: USB KEY:


7:


8:


Excluded from boot order:


：USB HDD：


：Other USB:


：PCI：


：Legacy Net work Card


：Bootable Add-in Cards





Keys used to views or


configure devices：


Up and Down arrows


select a device.


＜+＞and＜-＞moves


the device up or down.


＜f＞and＜r＞specifies


the device fixed or


removable.


＜x＞exclude or include


the device to boot.


＜Shift+1＞enables or


disables a device.


＜1-4＞Loads default


boot sequence





Item Specific Help





F1        Help     ↑↓     Select Item      －/＋     Change   Values          F9        Setup Defaults


ESC     Exit      ←→     Select Menu    Enter     Select ► Sub-Menu    F10      Save and Exit





Save configuration changes and exit now?


[Yes]	[No]





Setup Confirmation





Main         Advanced         Security         Server         Boot         Exit





Phoenix Secure Core(tm) Setup Utility








Exit Saving Changes


Exit Discarding Changes


Load Setup Defaults


Discard Changes


Save Changes 














Exit system Setup and


save your changes to


CMOS.














Item Specific Help





F1        Help     ↑↓     Select Item      －/＋     Change   Values          F9        Setup Defaults


ESC     Exit      ←→     Select Menu    Enter     Execute Command      F10      Save and Exit





Main         Advanced         Security         Server         Boot         Exit





Phoenix Secure Core(tm) Setup Utility








System Time:			[HH:MM:SS]


System Date:			[MM/DD/YYYY]





►SATA Port 1			[CD-ROM]





►System Management


►Advanced Processor Options








<Tab>, <Shift-Tab>, or


<Enter>selects field.








Item Specific Help





F1        Help     ↑↓     Select Item      －/＋     Change   Values          F9        Setup Defaults


ESC     Exit      ←→     Select Menu    Enter     Select ► Sub-Menu    F10      Save and Exit





step (b), step (C)





Save configuration changes and exit now?


[Yes]		[No]








Setup Confirmation





Main	Advanced	Security	Server	Boot	Exit








Phoenix Secure Core(tm) Setup Utility








System Time:			 [HH:MM:SS]


System Date:			[MM/DD/YYYY]





►SATA Port 1			[CD-ROM]





►System Management


►Advanced Processor Options








<Tab>, <Shift-Tab>, or


<Enter>selects field.





Item Specific Help





F1   Help  ↑↓  Select Item  －/＋  Change Values       F9  Setup Defaults


ESC  Exit  ←→  Select Menu  Enter  Select ► Sub-Menu  F10 Save and Exit








Main 











CPU Speed			xxxx MHz


Processor CPUID:			xxxxxxx


Processor L2 Cache:		xxxxkB


Processor 1 L3 Cache:		xxxxkB


QPI Frequency:			x.xxx GT/s





►Nehalem CPU Power Management





NUMA Aware			[Enabled]


ACPI SRAT Report			[Enabled]





Active Processors		[MAX. Cores]


Intel(R) HT Technology		[Enabled]


Performance/Wait			[Traditional]





Intel(R) Virtualization Technology	[Enabled]


A20M Support			[Enabled]


Machine Checking			[Enabled]





Execute Disable Bit		[Enabled]


Hardware Prefetcher		[Enabled]


Adjacent Cache Line Prefetch	[Enabled]





Discrete MTRR Allocation		[Disabled]





DCU IP Prefetch			[Enabled]


DCU Streamer Prefetch		[Enabled]


Data Reuse Optimization		[Enabled]

















Item Specific Help





F1   Help  ↑↓  Select Item  －/＋  Change Values       F9  Setup Defaults


ESC  Exit  ←→  Select Menu  Enter  Select ► Sub-Menu  F10 Save and Exit








Advanced Processor Options





Phoenix Secure Core(tm) Setup Utility





Save configuration changes and exit now?


[Yes]	[No]





Setup Confirmation





Main	Advanced	Security	Server	Boot	Exit








Phoenix Secure Core(tm) Setup Utility








System Time:			 [HH:MM:SS]


System Date:			[MM/DD/YYYY]





►SATA Port 1			[CD-ROM]





►System Management


►Advanced Processor Options








<Tab>, <Shift-Tab>, or


<Enter>selects field.





Item Specific Help





F1   Help  ↑↓  Select Item  －/＋  Change Values       F9  Setup Defaults


ESC  Exit  ←→  Select Menu  Enter  Select ► Sub-Menu  F10 Save and Exit











Main	Advanced	Security	Server	Boot	Exit





Phoenix Secure Core(tm) Setup Utility








Exit Saving Changes


Exit Discarding Changes


Load Setup Defaults


Discard Changes


Save Changes








Exit system Setup and


save your changes to


CMOS.





Item Specific Help





F1   Help  ↑↓  Select Item  －/＋  Change Values   F9  Setup Defaults


ESC  Exit  ←→  Select Menu  Enter  Execute Command F10 Save and Exit














Copyright ( 2011, Hitachi, Ltd.

STDP 02-Contents

[image: image33.png]


[image: image34.png]i fesiesy

|t



[image: image35.png]BMC Firmyare Management

1 BMC Fivare Informaion
BB 10 o o e
s

o B
BT
R Comae 5.
g5y

1BMC Firmware Update
B T | — T
i B e

Ut B Frmors




[image: image36.png]HA800O srries

Username: user01

Server Operation

Sereer Information

Powsr s LED

Server Settings

Previous Login: Mon Sep 13 1

Maintenance

Server Information

| Basic Information
T —
Server Mame
BMC IP Address
BIMC MAC Address
BMC F/W Version

|| server FRU Information
s ucion shves ths seres FRU ot
Product Name
Product Part/Model Numbex
Product Version
Product Serial Number

P Ty



