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This page is for editorial purpose only.
B.2
BIOS Setting
B.2.1
BIOS Version Checking Procedure
NOTE:(
Obtain the BIOS Update CD before executing the BIOS update procedures.
(
Do not terminate or reboot the node while the BIOS update is in process. In addition, do not remove the BIOS Update CD.
(
The same procedure can be used for the downgrading.

(
In the cluster configuration, when requesting the system administrator for failback, failover and starting or stopping the cluster of a node, check the cluster status of the node with referring to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)” before the request.
After completing of the operation by the system administrator, confirm the cluster status of the node with “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”, and execute the OS termination of the node. However, when the system administrator is absent, the maintenance personnel should contact to system administrator and get the permission from him/her to execute the above operation. For the execution procedure, refer to “Maintenance Tool ‘3.1 Failover and Node Termination to Execute the OS stop or the OS reboot’ (MNTT 03-0000)”.
(
In the single node configuration, the service is stopped while executing the procedure because it includes the procedure to stop the node. Ask the system administrator if the service can be stopped or not, and then execute the procedures.
(
Before executing BIOS update procedure, it is needed to verify that the console window is available to use. 

[In the cluster configuration]
Open the KVM console window, and then execute the procedure (1).
For the connection of KVM, refer to ‘B.1.1 Confirmation of KVM Connection’.
[In the single node configuration]
Open the remote console window, and then execute the procedure (1).
For the connection of remote console, refer to ‘B.1.3 Connection Confirmation of the Remote Console’.
(1)
Refer to “Maintenance Tool ‘2.2 Displaying the Cluster Status (clstatus)’ (MNTT 02-0040)”, and check whether the resource groups are running on the node where the BIOS version is to be confirmed.
When the resource groups are running, request the system administrator to failover the resource groups to the other node and to change the “Node Status” to “INACTIVE”.

For the reference place in User’s Guide describing the details about stopping a node, refer to “General ‘Reference Place in User's Guide for Operating Procedures Table 4 ‘Stopping and starting a node’’ (GENE 00-0040)”, and for the reference place in User’s Guide describing the details about failover/failback of a resource group, refer to “General ‘Reference Place in User's Guide for Operating Procedures Table 4 ‘Changing the execution node of a resource group’’ (GENE 00-0040)”.
However, when the system administrator is absent, the maintenance personnel should contact to system administrator and get the permission from him/her to execute the above operation. For the execution procedure, refer to “Maintenance Tool ‘3.1 Failover and Node Termination to Execute the OS stop or the OS reboot’ (MNTT 03-0000)”.
In the single node configuration, this procedure is not needed, so perform the next procedure.
(2)
Reboot the OS of the node with referring to “Maintenance Tool ‘2.29 Rebooting the OS of This Side Node (nasreboot)’ (MNTT 02-1790)”.
(3)
If “F2 = System Setup” is displayed on the upper right of the console window while the OS of the node is starting, press [F2] key.

(4)
The BIOS setup utility window is displayed as shown in Figure B.2.1-1.

Check whether the version displayed in [BIOS Version] needs to be updated by referring to the Version management table (Web.)
If the firmware update is necessary, select [Boot Setting] and press [Enter] key to proceed to step (5.)

If the firmware update is not necessary, return to the caller and execute the rest of the operations.

[image: image1]
Figure B.2.1-1  BIOS Setup Utility window
NOTE:
For the detailed operation method of BIOS setup utility used in step (4) to step (11), refer to “DellTM PowerEdgeTM R710 Systems Hardware Owner’s Manual” provided by the hardware vendor.

(5)
The boot settings window is displayed as shown in Figure B.2.1-2.

Select “Boot Sequence”, and press [Enter] key.


[image: image2]
Figure B.2.1-2  Boot Settings window

(6)
The boot sequence window is displayed as shown in Figure B.2.1-3.

Check that the displayed items are arrayed as shown in Figure B.2.1-3.

If the display order differs, sort them by using the [+] key and the [-] key.
In addition, if a [√] mark does not appear at the left end of the displayed item, the device is invalid. In this case, add a [√] mark by pressing [Space] key.

NOTE:
When entering characters in the BIOS Setup Utility window, the keyboard layout is recognized as the 101 keyboard (QWERTY based layout).

[image: image3]
Figure B.2.1-3  Boot Sequence window

(7)
Press [Esc] key in the boot sequence window as shown in Figure B.2.1-3.

It returns to the boot settings window as shown in Figure B.2.1-2.

(8)
Press [Esc] key in the boot settings window as shown in Figure B.2.1-2.

It returns to the BIOS setup utility window as shown in Figure B.2.1-4.


[image: image4]
Figure B.2.1-4  BIOS Setup Utility window

(9)
Insert the BIOS update CD into the DVD ROM drive of the node.
(10)
Press [Esc] key in the BIOS setup utility window as shown in Figure B.2.1-4.

The BIOS setup utility termination confirmation window is displayed as shown in Figure B.2.1-5.


[image: image5]
Figure B.2.1-5  BIOS Setup Utility Termination Confirmation Window

(11)
The procedure differs whether the setting was changed in step (6) or not.

(a)
If the setting was changed in step (6), select “Save changes and exit” and press [Enter] key.


[image: image6]
Figure B.2.1-6  BIOS Setup Utility Termination Confirmation Window (a)

(b)
If the setting was not changed in step (6), select “Discard changes and exit” and press [Enter] key.


[image: image7]
Figure B.2.1-7  BIOS Setup Utility Termination Confirmation Window (b)

(12)
When the CD boot is completed, Figure B.2.1-8 BIOS Update Prompt window is displayed.
Press any key when “Press any key to continue” is displayed. 
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Figure  B.2.1-8 BIOS Update Prompt window 1

(13)
Enter [Y] when “Press ‘Y’ to replace “x.x.x” BIOS with “x.x.x” BIOS” is displayed. 
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Figure  B.2.1-9  BIOS Update Prompt window 2

(14)
When the same BIOS version is updated, “Press ‘C’ to continue anyway” is displayed. Enter ‘C’.
When a different BIOS version is updated, proceed to step (15).
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Figure  B.2.1-10  BIOS Update Prompt window 3

(15)
The BIOS update processing is started.

Wait until the progress status indication reaches 100%.
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Figure  B.2.1-11  BIOS Update Prompt window 4

(16)
“Done!--Press any key to reboot” is displayed. Remove the BIOS Update CD and press any key to reboot the  of the node.
Return to the caller of the BIOS update procedures and execute the rest of the operations.
B.2.2
BMC Firmware Version Checking Procedure
Execute the BMC firmware update via Web interface in the maintenance PC during the node termination.

Change the IP address of the maintenance PC to the IP address belonging to the same network segment as the IP address of BMC.
Check the IP address of the BMC port by LCD.

For the method to confirm with the LCD, refer to the following manual provided by the hardware vendor.

[When the node is Dell/PowerEdge R710]
“DellTM PowerEdgeTM R710 Systems Hardware Owner’s Manual”.
Connect the LAN cable of the maintenance PC directly to the BMC port that executes the update operation.
The overview of the procedure is described below.

NOTE:(
For the detailed operation method of iDRAC6, refer to “Integrated Dell™ Remote Access Controller 6 (iDRAC6) User Guide” provided by the hardware vendor.
(
When security warning is displayed in the Internet Explorer window, check the contents and click [OK] button.

(
Before executing the update procedure of the BMC firmware, acquire CDROM in which the BMC firmware file to be updated is stored in advance.

(
The same procedure can be used for the downgrading.

(1)
Store the BMC firmware to update in the maintenance PC.

(2)
Start Internet Explorer in the maintenance PC.

Click [Start] - [Program] - [Internet Explorer].

(3)
Enter the following address in the address bar of Internet Explorer.

“https://<IP address of BMC to update>”
(4)
Check that the BMC Login window is displayed.


[image: image12]
Figure B.2.2-1  BMC Login window 1

(5)
Enter “root” in [Username] and “calvin” in [Password].

Select “This iDRAC” for “Domain”.

After entering them, press [Submit] button.


[image: image13]
Figure B.2.2-2  BMC Login Window 2

(6)
The System Summary Window is displayed as shown in Figure B.2.2-3.

Click [Remote Access].
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Figure B.2.2-3  System Summary window

(7)
The iDRAC Information Window is displayed as shown in Figure B.2.2-4.

Check whether the version displayed in [Firmware Version] needs to be updated by referring to the Version management table (Web.)
If the firmware update is necessary, click [Update] tab to proceed to step (8.)

If the firmware update is not necessary, return to the caller and execute the rest of the operations.

[image: image15]
Figure B.2.2-4  iDRAC Information window

(8)
The Firmware Update window 1 is displayed as shown in Figure B.2.2-5.

Click [Browse] button, and select the target firmware image file to be updated that is stored in the step (1).
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Figure B.2.2-5  Firmware Update window 1

(9)
After selecting the firmware, click [Upload] button.


[image: image17]
Figure B.2.2-6  Firmware Update window 2

(10)
The File Upload window 3 is displayed as shown in Figure B.2.2-7.

The file upload processing may take a few minutes.
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Figure B.2.2-7  File Upload window 3
(11)
When the file upload is completed, the Status (2 of 3) window is displayed as shown in Figure B.2.2-8.
Check the version to update, and click [Next] button.
If the version to update differs, click [Cancel] button and execute from step (8) again.
If the file stored in the maintenance PC is incorrect, execute from step (1) again.


[image: image19]
Figure B.2.2-8  Status (2 of 3) window
(12)
The Update Confirmation Dialog is displayed as shown in Figure B.2.2-9.

Click [OK] button.
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Figure B.2.2-9  Update Confirmation Dialog

(13)
The Updating (Step 3 of 3) window 1 is displayed as shown in Figure B.2.2-10.

Wait until the progress display shows 100%.
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Figure B.2.2-10  Updating (Step 3 of 3) window 1
(14)
When the progress display shows 100%, the Updating (Step 3 of 3) window 2 is displayed as shown in Figure B.2.1-11. When the update is completed, the BMC is automatically reset.

Close the Internet Explorer window.


[image: image22]
Figure B.2.2-11  Updating (Step 3 of 3) window 2
(15)
Check the firmware update of BMC.
After waiting for about one minute, start Internet Explorer again.

Click [Start] - [Program] - [Internet Explorer].

(16)
Enter the following address in the address bar of Internet Explorer.

“https://<IP address of updated BMC>”
(17)
Check that the BMC Login window is displayed.

If the BMC Login window is not displayed, wait for a while, and then execute step (16) again.

[image: image23]
Figure B.2.2-12  BMC Login window 1

(18)
Enter “root” in [Username] and “calvin” in [Password].

Select “This iDRAC” for [Domain].

After entering them, press [Submit] button.

[image: image24]
Figure B.2.2-13  BMC Login window 2

(19)
The System Summary window is displayed as shown in Figure B.2.2-14.

Click [Remote Access].
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Figure B.2.2-14  System Summary window

(20)
The iDRAC Information window is displayed as shown in Figure B.2.2-15.

Check [Firmware Version], and confirm that it is the updated version.

[image: image26]
Figure B.2.2-15  iDRAC Information window

(21)
After completing the BMC update procedure, return the network connection and the maintenance PC setting to the original.
B.2.3
BOOT Priority Order
NOTE:(
In order to check the BIOS version during the OS installation operation, you need to refer to the Version management table (Web).
(
Before executing OS installation, it is needed to verify that the console window is available to use.
[In the cluster configuration]
Open the console window of KVM, and execute the procedure (1).
For the KVM connection, refer to ‘B.1.1 Confirmation of KVM Connection’.
[In the single node configuration]
Open the remote console window, and execute the procedure (1).
For the remote console connection, refer to ‘B.1.3 Connection Confirmation of the Remote Console’.
(1)
Stop the OS of the node with referring to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”. If the Power lamp is turned off, execute the procedure step (2). When the main menu window is already displayed, proceed to step (3).
(2)
Press the power button to turn on the power to the node.
For the location of the power indicator, refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.
(3)
If “F2 = System Setup” is displayed on the upper right of the console window while the OS of the node is starting up, press [F2] key.
If [F2] key cannot be pressed, execute from step (1) again.
(4)
The BIOS Setup Utility window is displayed as shown in Figure B.2.3-1.

Select [System Security], and press [Enter] key. 


[image: image27]
Figure B.2.3-1  BIOS Setup Utility window

NOTE:
For the detailed operation method of BIOS Setup Utility, refer to the following “DellTM PowerEdgeTM R710 Systems Hardware Owner’s Manual” provided by the hardware vendor.
(5)
The System Security window is displayed as shown in Figure B.2.3-2.

Select [NMI Button], and change the setting value to [Enabled].


[image: image28]
Figure B.2.3-2  System Security window

(6)
Press [Esc] key at the system security window as shown in Figure B.2.3-2.

It returns to the window of Figure B.2.3-1 BIOS setup utility.

(7)
The BIOS setup utility window is displayed as shown in Figure B.2.3-3.

Select [Boot Settings], and press [Enter] key.


[image: image29]
Figure B.2.3-3  BIOS Setup Utility window

NOTE:
At the time of executing the OS installation operation or the OS updating operation, check the Version management table (Web), and if the [BIOS Version] is a version which needs to be updated, refer to ‘B.2.1 BIOS Version Checking Procedure’ and update the BIOS Version.

(8)
The boot settings window is displayed as shown in Figure B.2.3-4.

Select [Boot Sequence], and press [Enter] key.


[image: image30]
Figure B.2.3-4  Boot Settings window

(9)
The Boot sequence window is displayed as shown in Figure B.2.3-5.

Check that the displayed items are listed as shown in Figure B.2.3-5.
If the display order differs, sort them by using the [+] key and the [-] key.
If the [√] sign is not on the far left of the displayed item, the device is disabled. Place the [√] sign by pressing the [Space] key.

NOTE:
When entering characters in the BIOS Setup Utility window, the keyboard layout is recognized as the 101 keyboard (QWERTY based layout).

[image: image31]
Figure B.2.3-5  Boot Sequence window

(10)
Press [Esc] key in the boot sequence window as shown in Figure B.2.3-5.

It returns to the boot settings window as shown in Figure B.2.3-4.

(11)
Press [Esc] key in the boot settings window as shown in Figure B.2.3-4.

It returns to the BIOS setup utility window as shown in Figure B.2.3-6.


[image: image32]
Figure B.2.3-6  BIOS Setup Utility window
(12)
Press [Esc] key in the BIOS setup utility window as shown in Figure B.2.3-6.

The BIOS setup utility termination confirmation window is displayed as shown in Figure B.2.3-7.


[image: image33]
Figure B.2.3-7  BIOS Setup Utility Termination Confirmation window

(13)
The procedure differs whether the setting was changed in step (9) or not.

(a)
If the setting was changed in step (9), select “Save changes and exit” and press [Enter] key.
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Figure B.2.3-8  BIOS Setup Utility Termination Confirmation Window (a)

(b)
If the setting was not changed in step (9), select “Discard changes and exit” and press [Enter] key.


[image: image35]
Figure B.2.3-9  BIOS Setup Utility Termination Confirmation Window (b)

(14)
Return to the caller of the BOOT priority order and execute the rest of the operations.
B.2.4
Set the Time in BIOS
Set the time in BIOS.
To obtain the time to enter, it is required to display “Set Up ‘Figure 9.1-7 “Date and Time” window 4’ (SETUP 09-0030)” or run the timeget-u command on the other side node in advance.

NOTE: The timeget-u command can be run only when the mother board is replaced.
(1)
Start the node. When “F2 = System Setup” is displayed at the upper right of the console window, press [F2] key.
When the BIOS setting utility window is already running, proceed to step (2).

(2)
In the BIOS Setup Utility window (Figure B.2.4-1), select “System Time”, press [Enter] key, and then manually enter the UTC time that is obtained from/by either of the following:

The difference between the entered time and the obtained UTC time must be within 10 seconds.
(
“Set Up ‘Figure 9.1-7 “Date and Time” window 4’ (SETUP 09-0030)”
(
Running the timeget-u command on the other side node
Refer to “Maintenance Tool ‘2.42 Acquisition of Time/Time Zone (timeget)’ (MNTT 02-2430)” for details.
(3)
In the BIOS Setup Utility window (Figure B.2.4-1), select “System Date”, press [Enter] key, and then manually enter the UTC date that is obtained by the same procedure as the step (2) above.
(4)
In the BIOS Setup Utility window (Figure B.2.4-1), press the [Esc] key.

[image: image36]
Figure B.2.4-1  BIOS Setup Utility window
(5)
When the BIOS setup utility termination confirmation window (Figure B.2.4-2), select “Save changes and exit”, and press [Enter] key.
Pressing [Enter] key automatically restarts the node.

[image: image37]
Figure B.2.4-2  BIOS Setup Utility Termination Confirmation window
B.2.5
BMC Setting Procedure
NOTE:
Before executing BMC setting, it is needed to verify that the console window is available to use.

[In the cluster configuration]
Open the console window of KVM, and execute the procedure (1).
For the connection of KVM, refer to ‘B.1.1 Confirmation of KVM Connection’.
[In the single node configuration]
Open the remote console window, and execute the procedure (1).
For the connection of remote console, refer to ‘B.1.3 Connection Confirmation of the Remote Console’.
(1)
Refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”, and turn on the power of the node.

(2)
When the BMC setting login display window is displayed as shown in Figure B.2.5-1, press the [Ctrl] + [E] keys.
If the [Ctrl]+[E] keys cannot be pressed, reboot the node by pressing the [Ctrl]+[Alt]+[Del] keys, and then execute from step (2) again.

[image: image38]
Figure B.2.5-1  BMC Setting Login Display window

(3)
The BMC setting window is displayed as shown in Figure B.2.5-2
Check whether the version described in [iDRAC6 Firmware Revision] is the version which requires the update or not.
To check the version, refer to the version management table (Web).
If the firmware update is required, refer to ‘B.2.2 BMC Firmware Version Checking Procedure’, and update the firmware.

[image: image39]
Figure B.2.5-2  BMC Setting window

NOTE:
For the detailed operation method of iDRAC Setting Utility used in step (3) to step (10), refer to “Integrated Dell™ Remote Access Controller 6 (iDRAC6) User Guide” provided by the hardware vendor.

(4)
Check whether the display of [IPMI OVER LAN] is [ON] or not.

If it is [OFF], press the [Space] key and switch it to [ON].
In the cluster configuration, proceed to step (5).

In the single node configuration, proceed to step (8).


[image: image40]
Figure B.2.5-3  BMC Setting window

(5)
Select [LAN User Configuration] in Figure B.2.5-4 BMC setting window, and then press the [Enter] key.


[image: image41]
Figure B.2.5-4  BMC Setting window

(6)
The BMC user account setting window is displayed as shown in Figure B.2.5-5.

Enter the following character strings in [Account User Name], [Enter Password] and [Confirm Password].

Account User Name
: nasroot-remote

Enter Password

: c3starbmc

Confirm Password
: c3starbmc (All must be lower-case characters)

NOTE:(
When entering other than the specified name and the password, information acquisition from the OS via BMC fails.
Be sure to enter the specified user name and the password.
(
The maintenance personnel enter the user name and the password.
No one except for the maintenance personnel uses the user name and the password.
The maintenance personnel must be careful to manage the user name and the password not to be leaked.

[image: image42]
Figure B.2.5-5  BMC User Account Setting window

(7)
Press the [Esc] key in the BMC user account setting window as shown in Figure B.2.5-5.

It returns to the BMC setting window as shown in Figure B.2.5-6.


[image: image43]
Figure B.2.5-6  BMC Setting window

(8)
When pressing the [Esc] key in the BMC setting window as shown in Figure B.2.5-6, the BMC setting termination window is displayed as shown in Figure B.2.5-7.


[image: image44]
Figure B.2.5-7  BMC Setting Termination window

(9)
Connect the maintenance PC and perform confirmation after the BMC setting.

Connect the maintenance PC directly to the BMC port.

After connecting the maintenance PC, check that the LAN port of the maintenance PC links up, and execute step (10) and the following steps.

(10)
Assign the address belonging to the same network segment as the IP address of the BMC port to the IP address of the maintenance PC.

(11)
Check whether it is possible to communicate from the maintenance PC to the BMC IP address or not.
The example for checking is shown below.

Click [Start] - [Program] - [Accessory] - [Command Prompt].

The command prompt window is opened.

Enter “ping <IP address of BMC>” in the command prompt window, and press [Enter] key.

The execution result when the BMC IP address is [192.168.0.22] is shown in Figure B.2.5-8 ping Command Execution Example.


[image: image45]
Figure B.2.5-8  ping Command Execution Example

If it is not possible to communicate with BMC as shown in Figure B.2.5-9 ping Command Failure Example, review the IP address setting and network setting of the maintenance PC.

If there is no problem, restart from step (3).


[image: image46]
Figure B.2.5-9  ping Command Failure Example

(12)
Start Internet Explorer in the maintenance PC.

Click [Start] - [Program] - [Internet Explorer].

(13)
Enter the following address in the address bar of Internet Explorer.

“https://<IP address of BMC>”
(14)
Check that the BMC Login window 1 is displayed as shown in Figure B.2.5-10.


[image: image47]
Figure B.2.5-10  BMC Login window 1
(15)
Enter “nasroot-remote” in [Username] and “c3starbmc” in [Password] in the case of cluster configuration.
Enter “root” in [Username] and “calvin” in [Password] in the case of single node configuration.

Select “This iDRAC” for [Domain].

After entering them, then press [OK].
If you cannot log in, enter [Username] and [Password] again and press [OK].

Even if you still cannot log in, restart from step (3).


[image: image48]
Figure B.2.5-11  BMC Login Window 2

(16)
The system summary window is displayed as shown in Figure B.2.5-12.
Click [Remote Access].

[image: image49]
Figure B.2.5-12  System Summary window
(17)
The iDRAC information window is displayed as shown in Figure B.2.5-13. 

Click the [Network/Security] tab.

[image: image50]
Figure B.2.5-13  iDRAC Information window
(18)
The network window is displayed as shown in Figure B.2.5-14.
Confirm that the “Enable IPMI Over LAN” check box of the [IPMI Setting] is checked. If it is not checked, check it and press [Apply]. 


[image: image51]
Figure B.2.5-14  Network window 1

(19)
Click [System] in the network window2 as shown in FigureB.2.5-15.


[image: image52]
Figure B.2.5-15  Network window 2

(20)
The system summary window is displayed as shown in Figure B.2.5-16.

Click [Power] tab.


[image: image53]
Figure B.2.5-16  System Summary window

(21)
The power control window is displayed as shown in Figure B.2.5-17.

Check “Power Off System” on the [Power Control Operations] check list, and press [Apply].


[image: image54]
Figure B.2.5-17  Power Control Window
(22)
Check that the power indicator of the node is turned off.

For the position of the power indicator, refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”.

(23)
After confirming that the power indicator of the node is turned off, press [Logout] on the upper right of the power control window as shown in Figure B.2.5-17 and log out.

(24)
Proceed to “Set Up ‘3.2 The node Status Confirmation before Installation’ (SETUP 03-0010)”.
B.2.6
RAID Controller Setting
B.2.6.1
Virtual disk setting confirmation
NOTE:
Open the KVM console window, and then execute step (1).
(1)
Refer to “Installation ‘2.1 Procedure for Turning on and off the Power’ (INST 02-0000)”, and turn on the power of the node.

(2)
A while after the node starts, the virtual disk setting login window is displayed as shown in Figure B.2.6.1-1. Press [Ctrl] + [R] within five seconds.

If you could not press them, proceed to step (3). If you could press them, proceed to step (4).
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Figure B.2.6.1-1  Virtual Disk Setting Login window

(3)
If you could not press [Ctrl] + [R], reboot the node by pressing [Ctrl] + [Alt] + [Del] keys, and execute from step (2) again.

(4)
By pressing [Ctrl] + [R], the virtual disk management window is displayed as shown in Figure B.2.6.1-2.

When [No Configuration Present!] is displayed under [Controller 0], refer to ‘B.2.6.2 Virtual disk setting procedure’ and perform the virtual disk setting.

When [No Configuration Present!] is not displayed under [Controller 0] and the virtual disk is set, proceed to step (5).

[image: image56]
Figure B.2.6.1-2  Virtual Disk Management window

(5)
Select “Virtual Disk 0” by the arrow keys, and press the [F2] key.

[image: image57]
Figure B.2.6.1-3  Virtual Disk Management window

(6)
The virtual disk 0 action window 1 is displayed as shown in Figure B.2.6.1-4.

Select “Properties” by the arrow key, and press the [Enter] key.
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Figure B.2.6.1-4  Virtual Disk 0 Action window 1

(7)
Check that it is set as shown in the enclosed part of Figure B.2.6.1-5 Virtual Disk 0 Property window.
NOTE:
In Figure B.2.6.1-5, if only one row is displayed for [Physical Disks], one HDD is not recognized.
Reboot the node by executing steps (8) and (9), and execute the procedures again beginning from step (2) of ‘B.2.6.1 Virtual disk setting confirmation’.
If the HDD is still not recognized again, replace the internal HDD in reference to “DellTM PowerEdgeTM R710 Systems Hardware Owner’s Manual”. When the display of [--:00:00] is shown in the [Drive ID] of the [Physical Disks], then replace the HDD in the hardware drive slot 1, and when the display of [--:00:01] is shown in it, then replace the HDD in the hardware drive slot 0. 


[image: image59]
Figure B.2.6.1-5  Virtual Disk 0 Property window

If the setting is incorrect, proceed to step (11).
When you can confirm that it is correct, press [Esc] key and return to the virtual disk management window as shown in Figure B.2.6.1-3, and proceed to step (8).

(8)
Press [Esc] key in the virtual disk management window as shown in Figure B.2.6.1-3.

The virtual disk termination window is displayed as shown in Figure B.2.6.1-6.

Select [OK] by arrow keys, and press [Enter] key.

[image: image60]
Figure B.2.6.1-6  Virtual Disk Termination window
(9)
The node reboot execution window is displayed as shown in Figure B.2.6.1-7.
Press [Ctrl] + [Alt] + [Delete] to reboot.

[image: image61]
Figure B.2.6.1-7  node Reboot Execution window
(10)
When the virtual disk confirmation is completed, return to “Set Up ‘3.1 Procedure before New Installation’ (SETUP 03-0000)”, and perform the following procedures.
(11)
Press [Esc] key, and return to the virtual disk management window as shown in Figure B.2.6.1-3.

Select “Virtual Disk 0” by arrow keys, and press [F2] key.

The virtual disk 0 action window 2 is displayed as shown in Figure B.2.6.1-8.

Select “Delete VD” by arrow keys, and press [Enter] key.
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Figure B.2.6.1-8  Virtual Disk 0 Action window 2

(12)
The delete virtual disk execution window is displayed as shown in Figure B.2.6.1-9.

Select [Yes] by arrow keys, and press [Enter] key.

As the virtual disk is deleted, refer to ‘B.2.6.2 Virtual disk setting procedure’, and perform the virtual disk setting.
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Figure B.2.6.1-9  Delete Virtual Disk Execution window

(13)
When the virtual disk setting is completed, return to “Set Up ‘3.1 Procedure before New Installation’ (SETUP 03-0000)”, and perform the following procedures.
B.2.6.2
Virtual disk setting procedure

When the virtual disk is already set up, this operation is not required.

(1)
The virtual disk management window is displayed as shown in Figure B.2.6.2-1.

Select “Controller 0” by arrow keys, and press [F2] key.

[image: image64]
Figure B.2.6.2-1  Virtual Disk Management window

(2)
The controller action window is displayed as shown in Figure B.2.6.2-2.

Select “Create New VD” by arrow keys, and press [Enter] key.
If “Create New VD” is inactive and [Enter] key cannot be pressed, proceed to (a).
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Figure B.2.6.2-2  Controller Action window 1
(a)
Select “Foreign Config” by using arrow keys, and then press [Enter] key.
The “import” and “Clear” buttons are displayed. Select “Clear” button by using arrow keys, and then press [Enter] key.
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Figure B.2.6.2-2A  Controller Action window 2
(b)
The “Foreign Config” clear execution window is displayed. Select [OK] by using arrow keys.
Execute step (2) again.
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Figure B.2.6.2-2B  Foreign Config Clear Execution window

(3)
The virtual disk setting window 1 is displayed as shown in Figure B.2.6.2-3.

The displayed contents are shown in Table B.2.6.2-1.
NOTE:
In Figure B.2.6.2-3, if only one row is displayed for [Physical Disks], one HDD is not recognized.
Reboot the node by executing steps (19) and (20), and execute the procedures again beginning from step (2) of ‘B.2.6.1 Virtual disk setting confirmation’.
If the HDD is still not recognized again, replace the internal HDD in reference to “DellTM PowerEdgeTM R710 Systems Hardware Owner’s Manual”. When the display of [--:00:00] is shown in the [Drive ID] of the [Physical Disks], then replace the HDD in the hardware drive slot 1, and when the display of [--:00:01] is shown in it, then replace the HDD in the hardware drive slot 0.
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Figure B.2.6.2-3  Virtual Disk Setting window 1

Table B.2.6.2-1  Virtual Disk Setting Displayed Contents

	#
	Displayed Contents
	Setting Procedure Reference

	(
	RAID Level is displayed.
	Refer to “B.2.6.2 Virtual Disk Setting Procedure (4)”.

	(
	Physical Disk information is displayed.
	Refer to ‘B.2.6.2 Virtual Disk Setting Procedure (6)’.

	(
	The size and name of Virtual Disk are displayed.
	Refer to ‘B.2.6.2 Virtual Disk Setting Procedure (8)’.

	(
	The parameter of Virtual Disk is displayed.
	Refer to ‘B.2.6.2 Virtual Disk Setting Procedure (9)’.


(4)
Select  RAID0  in the virtual disk setting window 1 as shown in Figure B.2.6.2-3 by the arrow key, and press [Enter] key.
“RAID0” and “RAID1” are displayed as shown in Figure B.2.6.2-4 RAID Level Setting window 1. Select “RAID 1” by arrow keys, and press [Enter] key.
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Figure B.2.6.2-4  RAID Level Setting window 1

(5)
Check that RAID Level is RAID 1 as shown in Figure B.2.6.2-5 RAID Level Setting window 2.
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Figure B.2.6.2-5  RAID Level Setting window 2

(6)
Perform the physical disks setting in the virtual disk setting window 1 as shown in Figure B.2.6.2-3. As the physical disks are shown in Figure B.2.6.2-6 Physical Disk Setting window 1, select it by arrow keys, and press [Enter] key.

Execute this operation for two physical disks.
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Figure B.2.6.2-6  Physical Disk Setting window 1

(7)
Check that X is entered in [ ] and the number (00/01) is entered in # as shown in Figure B.2.6.2-7 Physical Disk Setting window 2.
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Figure B.2.6.2-7  Physical Disk Setting window 2

(8)
Check “Basic Settings” in the virtual disk setting window 1 as shown in Figure B.2.6.2-3.

Check that VD Size is entered as shown in Figure B.2.6.2-8 Basic Settings window.
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Figure B.2.6.2-8  Basic Settings window

(9)
Select “[ ] Advanced Settings” in the virtual disk setting window 1 as shown in Figure B.2.6.2-3 by arrow keys, and press [Enter] key.
Select “[ ] Initialize (virtual disk initialization)” in the advanced settings setting window 1 as shown in Figure B.2.6.2-9 by arrow keys, and press [Enter] key.
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Figure B.2.6.2-9  Advanced Settings Setting window 1

(10)
Check that “X” is entered in [ ] as shown in Figure B.2.6.2-10 Advanced Settings Setting window 2.

 SHAPE  \* MERGEFORMAT 



Figure B.2.6.2-10  Advanced Settings Setting window 2

(11)
The window result executed in step (4) to step (10) is shown in Figure B.2.6.2-11.

Check that it is shown as Figure B.2.6.2-11 Virtual Disk Setting window 2.

Table B.2.6.2-2 shows the contents of the setting confirmation.

After confirmed, select [OK] by arrow keys, and press [Enter] key. If it is incorrect, execute the procedure of the relevant positions in step (4) to step (10).
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Figure B.2.6.2-11  Virtual Disk Setting window 2

Table B.2.6.2-2  Virtual Disk Setting Confirmed Contents

	#
	Confirmed Contents

	(
	Check that RAID Level is RAID 1.

	(
	Check that “X” is entered in [ ] and the number (00/01) is entered in # of Physical Disk.

	(
	Check the VD Size is entered.

	(
	Check that “X” is entered in [ ] of Initialize.


(12)
The virtual disk initialization processing start window is displayed as shown in Figure B.2.6.2-12. 
Select [OK] by arrow keys and press [Enter] key.
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Figure B.2.6.2-12  Virtual Disk Initialization Processing Start window

(13)
The virtual disk initialization processing completion window is displayed as shown in Figure B.2.6.2-13. Select [OK] by arrow keys and press [Enter] key.
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Figure B.2.6.2-13  Virtual Disk Initialization Processing Completion window

(14)
The virtual disk creation in progress is displayed as shown in Figure B.2.6.2-14.

The progress display and “Operation” are shown as Back Init display during the virtual disk creation.

When the progress display shows 100%, the virtual disk creation is completed.
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Figure B.2.6.2-14  Virtual Disk Creation in Progress

NOTE:
The virtual disk creation takes about 20 minutes to be completed. In the meantime, do not perform other operations and wait until the creation is completed.

Table B.2.6.2-3  Displayed Contents of Virtual Disk Creation Progress

	#
	Displayed Contents

	(
	Progress display: Progress is displayed.

When it shows 100%, the virtual disk creation is completed.

	(
	Operation: Back Init: During virtual disk creation


(15)
Figure B.2.6.2-15 shows the display after completing the virtual disk creation.

The progress display disappears after completing the creation, and “Operation” is displayed as None.
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Figure B.2.6.2-15  Display after Completing Virtual Disk Creation

(16)
Perform the virtual disk setting confirmation.

Select “Virtual Disk 0” by arrow keys, and press [F2] key.
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Figure B.2.6.2-16  Virtual Disk Management window

(17)
The “Virtual Disk 0” action window is displayed as shown in Figure B.2.6.2-17.

Select “Properties” by arrow keys, and press [Enter] key.
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Figure B.2.6.2-17  Virtual Disk 0 Action window
(18)
Check that it is set as shown in the enclosed part of the “Virtual Disk 0” property window as shown in Figure B.2.6.2-18.
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Figure B.2.6.2-18  Virtual Disk 0 Property window

If the setting is incorrect, refer to ‘B.2.6.1 Virtual disk setting confirmation (12)’, delete the virtual disk, and then execute from step (1) again.

When you can confirm that the setting is correct, press the [Esc] key and return to the Virtual Disk Management Window as shown in Figure B.2.6.2-16, and proceed to step (19). 

(19)
Press [Esc] to terminate it.

The virtual disk termination window is displayed as shown in Figure B.2.6.2-19. Select [OK] by arrow keys, and press [Enter] key.
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Figure B.2.6.2-19  Virtual Disk Termination window 

(20)
The node reboot execution window is displayed as shown in Figure B.2.6.2-20. Press [Ctrl] + [Alt] + [Delete] and reboot it.
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Figure B.2.6.2-20  node Reboot Execution window

(21)
When the virtual disk setting is completed, return to “Set Up ‘3.1 Procedure before New Installation’ (SETUP 03-0000)”, and perform the following procedures.
B.2.7
Confirmation of CPU Virtualization Support Mechanism

The confirmation of CPU virtualization support mechanism is not necessary when the target model is DELL.
B.2.8
Virtual Drive Consistency Checking Procedure
The virtual drive consistency checking procedure is not necessary when the target model is DELL.

Return to the caller of the virtual drive consistency checking procedure and execute the rest of the operations.
B.2.9
Other Setting/Confirmation Items

There is no item to set or confirm for DELL in this chapter.
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